	NASIS Account Change Request Form (School Version)

Bureau of Indian Education (v2 8-1-6)
(This form is designed to be opened and completed using Microsoft Word.)

	Section 1.  Type of Action

 FORMCHECKBOX 
 Create New Account
 FORMCHECKBOX 
 Change User Status or Profile


 FORMCHECKBOX 
 Close Account
 FORMCHECKBOX 
 Suspend Account


Account Type:



 FORMCHECKBOX 
 Attendance

 FORMCHECKBOX 
 Census

 FORMCHECKBOX 
 Counselor

 FORMCHECKBOX 
 Discipline



 FORMCHECKBOX 
 Health

 FORMCHECKBOX 
 Principal

 FORMCHECKBOX 
 Special Ed

 FORMCHECKBOX 
 System Administrator



 FORMCHECKBOX 
 Teacher

 FORMCHECKBOX 
 Other  (describe)


 


Special Instructions:      


	Section 2.  Employee Information


(  If Current User, Provide the Following Information:  


User Name:      

Telephone Number:      

(  If a New Account is Being Requested, Provide the Following Information:

	Name of Prospective User:      
	Office:      

	Telephone Number:       
	E-mail Address:      

	Location:      
	Room Number:       

	Name of Supervisor:      
	Supervisor’s Telephone Number:      


	Section 3. Requestor (The employee’s supervisor must complete this form.  The supervisor must then sign and deliver this form and the employee signed Rules of Behavior to the NASIS Administrator for action.)    Date:       
Name: (print)

     Title:      
               Telephone:                        Signature: _________________________

	Section 4. Background Check (for new hires and transfers)
I certify that a background check for this individual has been performed and that the individual meets the requirements for his/her position.

Name:      

     Title:      
               Telephone:      

	Section 5.  Computer Security Awareness Training (for new hires and transfers)
I certify that this individual has completed the DOI computer security awareness training.

Name:      

     Title:      
               Telephone:      

	Request Disposition (To be completed by an authorized NASIS Administrator )
 FORMCHECKBOX 
 Action Completed on Date:           Name: (print)
                                   Signature: _________________________ 


THIS IS A UNITED STATES FEDERAL GOVERNMENT COMPUTER SYSTEM, WHICH MAY BE ACCESSED AND USED ONLY FOR OFFICIAL GOVERNMENT BUSINESS BY AUTHORIZED PERSONNEL. UNAUTHORIZED ACCESS OR USE OF THIS COMPUTER SYSTEM MAY SUBJECT VIOLATORS TO CRIMINAL, CIVIL, AND/OR ADMINISTRATIVE ACTION UNDER 18 U.S.C. 1030 ET AL.

Please read the following and sign below to acknowledge your acceptance of the NASIS Rules of Behavior.
NASIS Rules of Behavior

Rules of Behavior are part of a complete program to provide good information security and raise security awareness. ROB describe standard practices needed to ensure safe, secure, and reliable use of information and information systems. 

The Rules of Behavior cover all government and non-government users of government systems. This includes contract personnel and other federally funded users. 

Penalties for noncompliance may include, but are not limited to, a verbal or written warning, removal of system access, reassignment to other duties, demotion, suspension, reassignment, termination, and possible criminal and/or civil prosecution. 

These ROB do not replace existing security policies or directives. Rather, they further supplement and articulate existing security policies and practices and are consistent with the following directives: 

· DOI Departmental Manual 375, Chapter 19

· DOI Information Security Plan

· DOI Bureau of Indian Affairs Handbook

· DOI Bureau of Indian Affairs System Security Plan

1. I understand that all BIE computer systems, including electronic mail, Internet connections and associated equipment, software and data are to be used for official business and according to the Department of Interior and BIE policies only. Law forbids any other use of these items (Section 641 of 18 U.S. Code, Public Law 99-474, and other Federal Statutes and Regulations). 

2. Access is granted only to authorized users. Unauthorized use of a user accounts includes, but is not limited to: the use of a user account to access systems by any person other than the authorized user; theft; damage to or corruption of the database; destruction of or tampering with information; disclosure of any sensitive information. 

3. I understand that individuals are subject to having any of their activities monitored and recorded at any time. Violations of the law can result in the loss of computer privileges and disciplinary action, up to and including termination from employment and other criminal and civil penalties. 

4. I will select appropriately complex passwords for use on NASIS and will NOT share my passwords with anyone else nor store them in any way that increases the probability that they will be compromised. 

5. I will handle sensitive information appropriately. I will not disclose information covered by the Privacy Act to unauthorized personnel. I understand that sensitive or proprietary information is not to be exchanged, divulged, or compromised in any way unless an exchange is necessary for official government business. 

6. If I become aware of a security breach or incident such as password sharing or unauthorized use of any BIE computer system, I will immediately notify my supervisor or the BIA Office of Information Security and Privacy. 

7. My signature below shows my acceptance of the above responsibility for my use of NASIS. I acknowledge that the unauthorized use of any US government computer system is punishable under Public Law 98-473. I also understand that I am accountable for any and all actions performed as a result of access to systems via my user account and that unauthorized actions may subject me to disciplinary actions. 

My signature acknowledges that I have read this certification form and that I agree to protect the security of the system and its contents. 
Employee Name: ______________________________________




(Printed)
Signature: ___________________________________ 

Date: ___________________
Maintenance of Request Forms

The school NASIS administrator is to retain the signed original of this document.
